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The VPH-Share project aims to provide members of the pan-European Virtual Physiological Human Network of Excellence
with access to a set of scalable, computationally- and data-intensive applications, enabling further progress in the fields
of neurobiology, virology and molecular dynamics.
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* Providing a mechanism for end users (domain scientists)
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» Providing a mechanism for end users (domain scientists)
to securely manage their binary data in a hybrid cloud
environment
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» Providing administrative tools facilitating configuration
and monitoring of the platform

 Providing a mechanism for application developers to install
their applications/tools/services on the available resources
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« Each VPH-Share application (or application component)

is represented by an Atomic Service .
« Each Atomic Service is installed on a Virtual Machine
managed by Atmosphere ¢

» Atomic Services can be instantiated and replicated on demand i Workflow description
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» Each Virtual Machine comes with a selection of tools enabling
automatic integration with the VPH-Share architecture
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« Virtual Machines (and by extension — the Atomic Services
layer (internal registry)

which operate on them) can access federated cloud storage Ny imemaTresry J
to store and read sensitive data \ pmmmmmmmmm e N

« The platform is protected by a common security system where ) IR i [ security l
all calls to VPH-Share Atomic Services are authenticated and ——— }[| TS
authorized by a role-based security component Custom AS client | |:

LOB federated
storage access

Remote access to

! HPC resource
Atomic Svc. Uls _’;
i

client/backend

clients

Use case 1 - developer Use case 2 - end user
Installing a VPH-Share application in the Cloud (developer action): Preparing a VPH-Share application for execution (user action):
« The user requests execution of an application (using the VPH-Share Master
« Upon the application developers’ request, the Atmosphere component spawns Interface).
a fresh Virtual Machine, which resides in the cloud and contains all the features « An option is also provided to direct]y interface a Speciﬁc atomic service
typically expected of an ,out of the box” operating system (virtualized storage, (we call this the Generic Atomic Service Invoker)
standard libraries, root account, initial configuration etc.) If needed, many such « The Master Ul (or Generic Invoker) informs Atmosphere which atomic services
VMs can be spawned, each encapsulating a single VPH-Share Atomic Service. to deploy in the cloud so that the workflow may be executed.
* Itis the application developers’ task to install components of their applications « Atmosphere takes care of deploying the required assets and returns a list of service
on these templates so that they can be wrapped as atomic services. endpoints (typically IP addresses) whereupon workflow execution may commence.
* Atmosphere can then further manage the atomic services and deploy their « Atmosphere should ,talk to” various computing stacks, both commercial and
instances on cloud resources as requested by the user. private — we are initially going to support OpenStack and Amazon EC2.
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